
how to avoid

phishin
g

scams

Don't click on "fishy" looking email links or attachments
If a business you regularly visit says you need to
change your login information, either type in the

website manually into your browser or call the business
directly to check

When in doubt, just delete the email
A reputable business will never ask you for your social

security number, bank account numbers, or other
identifiable information via email

How to be safe against phishing scams:

how to be legen-dairy


in cyber security


